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The principles are

|  |  |
| --- | --- |
| Legal Authority and Consent | Ensure all information is shared or disclosed legally and with the required consent |
| Appropriate Purposes | All information collected and shared should be used appropriately |
| Necessity and Proportionality | Use anonymized, synthetic, or de-identified data rather than personal information when possible. Consider if generative AI is necessary or not |
| Openness | Be transparent about collecting and sharing information |
| Accountability | Comply with privacy legislation and make AI tools explainable |
| Individual Access | Individuals should have access to their own personal information and should be able to correct errors |
| Limiting Collection, Use and Disclosure | Only collect personal information that is needed to fulfil the explicitly stated purpose |
| Accuracy | Personal information must be as accurate, complete, and up-to-date as is necessary for purposes for which it is to be used |